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Piano di conformità privacy di Ateneo  

2026/2028 

PREMESSE 

Al fine di fornire un quadro organico, coerente e aggiornato delle attività svolte in 
materia di protezione dei dati personali nell’ambito dell’Ateneo, con D.R. n. 
3716/2022 Sapienza ha adottato il “Piano di conformità privacy 2023/2025” (di 
seguito, “Piano Privacy”), contenente l’elenco delle azioni programmate per il relativo 
triennio, corredate dalle relative scadenze temporali e dai soggetti responsabili della 
loro attuazione. 

A seguito del riassetto dei servizi di Ateneo per processi disposto con D.D. n. 
5009/2024, si è reso necessario procedere all’adeguamento delle azioni previste dal 
Piano per l’anno 2025 e dalla corrispondente tabella riepilogativa. Tale aggiornamento 
ha riguardato esclusivamente la revisione delle denominazioni dei soggetti 
responsabili, senza tuttavia incidere sul contenuto o sulle tempistiche delle attività già 
programmate. 

NUOVO PIANO DI CONFORMITÁ PRIVACY 2026/2028 
 
L’azione 8.c del Piano Privacy, fissa entro il 31.12.2025, l’adozione del nuovo “Piano 
di conformità privacy 2026/2028”, in considerazione della naturale scadenza del Piano 
vigente.  

Il presente documento rappresenta, pertanto, la programmazione triennale delle attività 
che l’Ateneo intende attuare nel triennio 2026/2028 al fine di assicurare la conformità 
al Regolamento (UE) 2016/679 (GDPR) e alla normativa nazionale in materia di 
protezione dei dati personali. 

Il Regolamento (UE) 2016/679, quale fonte normativa primaria in materia di 
protezione dei dati personali, stabilisce il principio cardine della responsabilizzazione 
(accountability), in virtù del quale il Titolare del trattamento è tenuto a garantire il 
rispetto dei principi applicabili al trattamento dei dati ed è altresì in grado di 
dimostrarne la conformità.  

Il “Piano di conformità privacy 2026/2028” si inserisce nel più ampio quadro delle 
azioni finalizzate all’attuazione e al mantenimento del sistema di gestione privacy di 
Ateneo, con l’obiettivo di assicurare un livello costante di conformità normativa, 
promuovere la responsabilizzazione diffusa e favorire un miglioramento continuo 
nella tutela dei dati personali trattati dalle Strutture e dalle Aree dell’Ateneo. 
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Il Piano si articola in categorie di adempimenti finalizzate a rafforzare l’assetto 
organizzativo interno in materia di protezione dei dati personali e a garantire la piena 
integrazione dei principi del Regolamento europeo nei processi gestionali e operativi 
dell’Ateneo. 
 
AZIONI PREVISTE PER IL TRIENNIO 2026/2028 
 
Formazione (Azioni 1.a – 1.f) 
Questa categoria di azioni riguarda la sensibilizzazione e la formazione del personale 
coinvolto nelle operazioni di trattamento dei dati personali. La formazione rappresenta 
uno strumento fondamentale per garantire che il personale sia adeguatamente 
informato sui rischi, sulle norme, sulle garanzie e sui diritti connessi al trattamento dei 
dati personali. Attraverso l'adozione di un “Programma di eventi formativi e 
informativi in materia di privacy” per gli anni 2026, 2027 e 2028, l’Ateneo intende 
promuovere una cultura condivisa della protezione dei dati personali, valorizzando il 
ruolo attivo del personale quale elemento essenziale del sistema di responsabilità e 
sicurezza. I programmi e gli eventuali approfondimenti tematici saranno pubblicati 
sulla pagina web del Settore Privacy https://www.uniroma1.it/it/pagina/settore-
privacy. 
 
Audit in materia di privacy (Azioni 2.a – 2.f) 
Questa categoria di azioni prevede l’adozione di un “Programma di audit in materia 
di privacy” per gli anni 2026, 2027 e 2028, volti a verificare l’effettiva applicazione 
del Regolamento (UE) 2016/679 da parte delle Aree e delle Strutture dell’Ateneo. 
Gli audit costituiscono uno strumento di analisi per valutare la conformità dei processi 
interni, individuare eventuali criticità operative e promuovere nell’Ateneo un 
miglioramento continuo nella gestione della protezione dei dati personali. I programmi 
di audit saranno pubblicati sulla pagina web del Settore Privacy 
https://www.uniroma1.it/it/pagina/settore-privacy. 
 
Organizzazione funzionale interna (Azioni 3.a – 3.b) 
Questa macro-categoria comprende le azioni volte a definire e mantenere aggiornato 
l'impianto organizzativo e documentale necessario per dimostrare la conformità al 
Regolamento (UE) 2016/679. In particolare, essa include la predisposizione delle 
nomine dei Designati al trattamento dei dati personali e l'aggiornamento dei format 
privacy di Ateneo.  
 
Gestione e misura del rischio (Azione 4.a) 
Questa categoria ricomprende l’attività volta a supportare le Aree e le Strutture 
dell’Ateneo nella “Valutazione di impatto sulla Protezione dei Dati” (DPIA) in 
relazione ai trattamenti che possono presentare un rischio elevato per i diritti e le libertà 
delle persone fisiche. 

https://www.uniroma1.it/it/pagina/settore-privacy
https://www.uniroma1.it/it/pagina/settore-privacy
https://www.uniroma1.it/it/pagina/settore-privacy
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La DPIA è una procedura prevista dall’art. 35 del GDPR che mira a descrivere un 
trattamento di dati per valutarne la necessità e la proporzionalità nonché i relativi 
rischi, allo scopo di approntare misure idonee ad affrontarli.  
 
Registro dei trattamenti (Azione 5.a) 
Questa categoria prevede l’aggiornamento continuo del Registro delle attività di 
trattamento dei dati personali di Ateneo. Il Registro dei trattamenti, disciplinato 
dall’art. 30 del Regolamento (UE) 2016/679, costituisce un documento fondamentale 
di accountability che consente al Titolare di comprovare la conformità alle 
disposizioni normative e di fornire una tracciabilità completa e aggiornata delle 
operazioni di trattamento svolte, ove richiesto dall’Autorità di controllo.  
 
Privacy by design e by default (Azione 6.a) 
Questa categoria ricomprende l’azione volta a supportare le Aree e le Strutture 
dell’Ateneo nella verifica della conformità dei nuovi regolamenti che comportano il 
trattamento di dati personali. 
L’applicazione dei principi di “privacy by design” e “privacy by default” implica che 
la protezione dei dati sia integrata sin dalla fase di progettazione di qualsiasi iniziativa 
e che, per impostazione predefinita, siano trattati solo i dati strettamente necessari per 
il conseguimento delle specifiche finalità. In tal modo, l’Ateneo garantisce che le 
soluzioni organizzative e tecnologiche adottate rispettino i principi di minimizzazione, 
sicurezza e proporzionalità previsti dal Regolamento. 

 
Informative privacy (Azione 7.a) 
Questa categoria di azioni è finalizzata a promuovere la trasparenza nelle modalità di 
trattamento dei dati personali. Essa prevede l’aggiornamento e la riorganizzazione 
delle informative privacy di Ateneo, in conformità agli articoli 13 e 14 del 
Regolamento (UE) 2016/679, al fine di garantire che le informazioni fornite agli 
interessati siano complete, comprensibili e facilmente accessibili. 
 
Controllo sull’affidamento del trattamento a responsabili esterni (Azione 8.a) 
Questa categoria ricomprende l’azione volta a supportare le Aree e le Strutture 
dell’Ateneo nella nomina e nella gestione dei Responsabili esterni del trattamento 
disciplinati dall’art. 28 del Regolamento (UE) 2016/679. 
Il Titolare del trattamento è tenuto ad avvalersi esclusivamente di soggetti che offrano 
garanzie sufficienti in merito all’adozione di misure tecniche e organizzative adeguate 
ad assicurare la conformità al Regolamento. L’incarico al Responsabile deve essere 
formalizzato mediante contratto o altro atto giuridico vincolante, che definisca in 
modo puntuale oggetto, durata, natura, finalità e tipologia dei dati trattati, nonché gli 
obblighi e le responsabilità reciproche delle Parti. 

Interventi di adozione e revisione del Piano Privacy di Ateneo (Azioni 9.a – 9.c) 
Questa macro-categoria è dedicata al monitoraggio sistematico e al mantenimento nel 
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tempo dell’efficacia del “Piano di conformità privacy di Ateneo”. 
Le azioni previste comprendono verifiche periodiche interne, il riesame complessivo 
del Piano, e, ove necessario, l’aggiornamento delle misure e delle procedure adottate, 
fino alla predisposizione del Piano relativo al successivo triennio (2029/2031). 
Il riesame periodico garantisce che le misure implementate restino coerenti con la 
natura, l’ambito, il contesto e le finalità dei trattamenti, tenendo conto dei rischi 
emergenti e dell’evoluzione del quadro normativo e organizzativo. 

Segue la tabella riepilogativa che riporta in modo dettagliato le attività pianificate 
per il triennio 2026/2028, con le relative scadenze e responsabilità operative. 



 
 

PIANO DI CONFORMITÀ PRIVACY 2026/2028 
TABELLA RIEPILOGATIVA DELLE AZIONI DA INTRAPRENDERE 

 
 

 
AZIONI 

PREVISTE 
 

 
AZIONI DA 

INTRAPRENDERE 

 
TEMPI DI 

ATTUAZIONE 

 
SOGGETTO 

RESPONSABILE 

 
AZIONE N. 

 
 
 
 
 
 
 
 
 
 

1. Formazione 

Adozione del Programma di eventi 
formativi e informativi in materia di 
privacy 2026 
 

 
Entro il 

30.04.2026 

 
SETTORE PRIVACY 

AOSP 

 
 

1.a 

Attuazione del Programma di eventi 
formativi e informativi in materia di 
privacy 2026 
 

 
Entro il 

31.12.2026 

 
SETTORE PRIVACY 

AOSP 

 
 

1.b 

Adozione del Programma di eventi 
formativi e informativi in materia di 
privacy 2027 
 

 
Entro il 

30.04.2027 

 
SETTORE PRIVACY 

AOSP 

 
 

1.c 

Attuazione del Programma di 
eventi formativi e informativi in 
materia di privacy 2027 
 

 
Entro il 

31.12.2027 

 
SETTORE PRIVACY 

AOSP 

 
 

1.d 

Adozione del Programma di eventi 
formativi e informativi in materia di 
privacy 2028 
 

 
Entro il 

30.04.2028 

 
SETTORE PRIVACY 

AOSP 

 
 

1.e 

Attuazione del Programma di 
eventi formativi e informativi in 
materia di privacy 2028 
 

 
Entro il 

31.12.2028 

 
SETTORE PRIVACY 

AOSP 

 
 

1.f 



  

 
AZIONI 

PREVISTE 
 

 
AZIONI DA 

INTRAPRENDERE 

 
TEMPI DI 

ATTUAZIONE 

 
SOGGETTO 

RESPONSABILE 

 
AZIONE N. 

 
2.  Audit in materia  
di privacy  
 
 

 
Adozione del Programma di audit 
in materia di privacy 2026 

 
Entro il 

30.04.2026 

 

SETTORE PRIVACY 

 
2.a 

Attuazione del Programma di audit 
in materia di privacy 2026  

 
Entro il 

31.12.2026 

 
SETTORE PRIVACY  

Tutte le Aree 
Tutte le Strutture 

 
 

2.b 

Adozione del Programma di audit 
in materia di privacy 2027 

 
Entro il 

30.06.2027 

 
SETTORE PRIVACY  

 

 
2.c 

 

Attuazione del Programma di audit 
in materia di privacy 2027 

 
Entro il 

31.12.2027 

 
SETTORE PRIVACY 

Tutte le Aree 
Tutte le Strutture 

 
2.d 

 
Adozione del Programma di audit 
in materia di privacy 2028 

 
Entro il 

30.06.2028 

 
SETTORE PRIVACY  

 

 
2.e 

 
Attuazione del Programma di audit 
in materia di privacy 2028 

 
Entro il 

31.12.2028 

 
SETTORE PRIVACY 

Tutte le Aree 
Tutte le Strutture 

 
2.f 

 
3. Organizzazione 
funzionale  
interna 

 
Predisposizione delle nomine dei 
Designati al trattamento dei dati 
 

 

All’occorrenza 

 

 

SETTORE PRIVACY 

 
3.a 

Aggiornamento dei format privacy 
di Ateneo 

 
All’occorrenza 

 

      SETTORE PRIVACY 

 

 

           3.b 



  

 
AZIONI 

PREVISTE 
 

 
AZIONI DA 

INTRAPRENDERE 

 
TEMPI DI 

ATTUAZIONE 

 
SOGGETTO 

RESPONSABILE 

 
AZIONE N. 

 
4. Gestione e 
misura del rischio 

 
Supporto alle Aree e alle Strutture 
nella valutazione dell’impatto dei 
trattamenti, nel caso in cui gli stessi 
possano comportare un rischio 
elevato per i diritti e le libertà delle 
persone fisiche 

 
 
 

All’occorrenza 
 
 

     

SETTORE PRIVACY 
                 Tutte le Aree 

     Tutte le Strutture 

 

         

          4.a  

 
5. Registro dei 
trattamenti  

Aggiornamento del Registro dei 
trattamenti dei dati personali di 
Ateneo 

 
All’occorrenza    SETTORE PRIVACY 

Tutte le Aree 
Tutte le Strutture 

 
5.a  

   
 6.  Privacy by 
design e by default 

 
Supporto alle Aree nella verifica 
della compliance dei nuovi 
Regolamenti con possibili impatti sul 
trattamento dei dati personali 

 
 

All’occorrenza 

 

   SETTORE PRIVACY 
Tutte le Aree 

 
 

6.a  

 
7. Informative 
privacy 

 

 
Aggiornamento e riorganizzazione 
delle informative privacy di Ateneo 

 
All’occorrenza SETTORE PRIVACY 

Tutte le Aree 
Tutte le Strutture 

 
7.a 

 8. Controllo 
sull’affidamento del 
trattamento a 
Responsabili esterni  

Supporto alle Aree e alle Strutture 
in relazione alla nomina del 
Responsabile esterno del 
trattamento dei dati 

 
 

All’occorrenza 

 

    SETTORE PRIVACY 
Tutte le Aree 

Tutte le Strutture 

 
 

8.a 

 
9. Interventi di 
adozione e 
revisione del Piano 
Privacy di Ateneo 

    
 Mantenimento del Piano: 

-  verifiche interne 
-  eventuale aggiornamento 

 

  
Entro il 

31.12.2026 

 
 

SETTORE PRIVACY 

 
 

9.a 

   
 Mantenimento del Piano: 

-  verifiche interne 
-  eventuale aggiornamento 

 

 
 

Entro il  
31.12.2027 

 
 

SETTORE PRIVACY 

 
 

8.b 



  

 
AZIONI 

PREVISTE 
 

 
AZIONI DA 

INTRAPRENDERE 

 
TEMPI DI 

ATTUAZIONE 

 
SOGGETTO 

RESPONSABILE 

 
AZIONE N. 

    
Mantenimento del Piano: 

-  verifiche interne 
-  eventuale aggiornamento 

 

 
Entro il  

31.12.2028 

 
 

SETTORE PRIVACY 

 
 

9.c 

 
Predisposizione del Piano di 
conformità privacy 2029/2031 

 
Entro il  

31.12.2031 

 
        SETTORE PRIVACY 

 
 

9.d 
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